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A CONCEPTUAL MODEL FOR ONTOLOGY-BASED DETECTION OF INFORMATION
OPERATIONS IN DIGITAL MEDIA

Abstract: With the rapid growth of disinformation, cognitive manipulation and coordinated information
campaigns in digital media, there is a need to develop intelligent methods for identifying and analyzing
information operations. This paper proposes a conceptual model that integrates a multilingual annotated
corpus, an ontological knowledge base and a semantic knowledge graph for the systematic study of
mechanisms of information impact.

The methodology of the research includes the construction of a specialized framework formed out of
messages collected from Telegram channels, news portals and social networks. The data goes through a
multi-level annotation using the Label Studio platform, where experts manually mark key entities, including
military terms, target audiences, sources, actors, and emotional evaluations. The annotated corpus is
semantically corresponded with the ontology of the subject field, formalized in OWL and enriched with the
military thesaurus MIL_term, which provides consistency of terminology and support for multilingual analytics.
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The ontological model is transformed into an RDF-graph of knowledge, reflecting the relationships
between entities, events, tactics and narratives. SWRL-rules are used to identify hidden patterns, and the
developed SPARQL-queries allow to extract complex analytical patterns, including chains of "actor — tactic —
narrative — audience". The proposed approach forms the basis for complex analysis of information flows, early
detection of threats and construction of analytical scenarios, which makes it applicable for research and
monitoring of information operations in multilingual digital environments.

Key words: Information operations, Ontology, Semantic Classification, NLP, OWL, SPARQL, Social
media monitoring.

Introduction

With the rapid development of digital communications and social media, modern information
flows are becoming more intense, decentralized and dynamic. At the same time, the use of
disinformation, cognitive manipulation and coordinated influence campaigns is increasing [1-2]. In
such conditions, the identification, analysis and monitoring of information operations becomes a key
task for both researchers and specialists in the field of information security and data analysis.

Traditional approaches based on simple statistical methods and heuristics show limited
effectiveness when dealing with large amounts of unstructured data [3-5]. Modern information
operations use complex narrative constructs, a network of interconnected actors and dynamic
message propagation tactics, which makes the task of detecting and analyzing them much more
difficult. In addition, the high multilingual nature of information flows — especially in the context of
military and geopolitical conflicts — reinforces the need to develop new intellectual models to
understand the context and semantics of messages.

In recent years, considerable attention has been paid to the application of ontologies, semantic
technologies and knowledge graphs to analyze complex domains. Ontologies allow you to formalize
entities, their attributes and relationships, providing a single view of knowledge, which is critical for
integrating data from different sources. The use of RDF graphs in combination with SWRL rules and
SPARQL queries allows you to automate the process of extracting hidden patterns and analyze
complex information scenarios more efficiently.

However, existing solutions are mainly limited to either creating separate annotated enclosures
or building ontologies without integrating them into a single analytical platform. This results in
insufficient data connectivity, low interoperability, and limited ability to extract complex semantic
patterns.

This paper proposes a comprehensive conceptual model for identifying and analyzing
information operations in digital media, which combines:

— Multilingual annotated case, created on the basis of data from Telegram channels, news
portals and social networks.

- Multi-level data annotation using the Label Studio platform, including markup of military
terms, target audiences, sources, actors, timing, and emotional assessments.

— The ontology of the subject area, formalized in OWL 2 and enriched with the military
thesaurus MIL_term, providing consistency of terms and multilingual support.

- An RDF knowledge graph that reflects relationships between entities, events, tactics, and
narratives.

- SWRL-rules for logical inference of new knowledge and detection of hidden patterns.

- SPARQL queries for extracting complex knowledge structures and building analytical
scenarios.

The key goal of the research is to develop a universal architecture that combines corpus
linguistics, ontological modeling and semantic analysis to ensure effective monitoring and analytical
research of information operations. Unlike existing works, the proposed model is not limited to the
creation of a corpus or ontology, but integrates them into a single flexible analytical ecosystem that
can adapt to dynamic changes in tactics and narratives in the digital environment.

The proposed conceptual model lays the basis for building intellectual tools for analyzing
information flows, which is especially important in the conditions of increasing intensity of hybrid
conflicts and cyber-information threats.

Related work

In recent years, research into identifying and analyzing information operations in digital media
has intensified significantly due to the growth of large-scale disinformation campaigns, cognitive
manipulation and hybrid attacks. Modern approaches rely on the use of ontologies, knowledge
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graphs, SWRL rules and SPARQL queries to analyze the relationships between the actor, tactics,
narrative and audience. However, existing solutions have limitations that our work seeks to
overcome.

The worksheet [6] proposes influence Operation Ontology (I0O), which formalizes actors,
audiences and tactics, which helps to identify key elements of attacks. However, 100 is focused on
static scenarios and does not solve the problem of integrating data from multilingual sources. The
alike Cyber Information Ontology [7] increases the interoperability of the data, but does not take into
account the specifics of the military context and advanced semantic analysis. The worksheet [8]
explores the use of ontologies to represent uncertain information, and [9] proposed ontology to
analyze attacks in mixed reality. However, both approaches are limited to narrow scenarios and do
not integrate annotated enclosures with semantic analysis.

The use of SWRL rules and SPARQL queries [10] allows the formation of hybrid semantic
models, but they are limited to closed data sets and do not support the unification of multilingual
information. The worksheet [11] considers the technologies of streaming processing RDF, but their
application in annotated packages remains limited.

Unlike these worksheets, we offer a comprehensive conceptual model that combines
annotated corpus  (https://github.com/baiangali/multi_mil), ontological knowledge base
(https://github.com/baiangali/mil_ontology), RDF graph and SWRL/SPARQL analysis into a single
architecture. The integration of the military thesaurus MIL_term provides the processing of military
terminology, and the combination of corpus linguistics, semantics and ontologies increases the
accuracy, scalability and interpretability of the analysis of information operations.

Methodology

The development of a conceptual model for identifying information operations in digital media
is based on the integration of corpus linguistics, ontological modeling and semantic technologies.
The methodology includes successive stages:

— data collection;

— multi-level annotation;

— building ontology;

— formation of the RDF-graph of knowledge;

— application of SWRL rules to logical output;

execution of SPARQL queries and analytical processing of results.

ThIS comprehensive approach allows you to formalize entities, identify hidden relationships
and build analysis scenarios aimed at early detection and monitoring of information operations.

The first stage was the creation of a multilingual corpus, assembled from Telegram channels,
news portals and other digital platforms (Table 1). Parsing methods were used to extract data,
including API, automatic message loading, keyword filtering, and time ranges. Particular attention
was paid to the representativeness of the corps due to the variety of sources. After the data
collection, the text was refined: Removal of links, HTML markup, emoji, media playholders and
duplicates, as well as vocabulary normalization, lemmatization, tokenization and deletion of stop
words, which provided a single data format for further annotation and integration into the ontological
model.

Table 1 — Corpus statistics

Option Value
Number of messages 1000
Total number of tokens 75.400
Number of annotated entities 6.970
Number of unique actors 480
Number of target audiences 310
Supported languages Russian, English, Kazakh
Main sources Telegram, Twitter, mass media
Storage format JSON, CSsV

The high saturation of the corpus is confirmed by the metric of information density:

Number of marked—up entities

D=

(1)

Total number of tokens
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For our corpus:

D =22 ~0,092 )
75400

This value indicates a high concentration of semantically significant units, which makes the
corpus an ideal basis for ontological analysis and the construction of an RDF-graph of knowledge.

The next step is a multi-level package annotation, which is performed by experts using the
Label Studio platform. Markup is carried out in accordance with a single annotation guide and
includes the identification of key entities: Military terms, target audiences, sources of information,
actors, temporal and geographical references, as well as emotional evaluations of the text (Table 2).
Additionally, the type of information impact is classified: Disinformation, demoralization, discrediting,
provocation and creating panic.

Table 2 — Corpus Annotation Categories

Category Nulgnbbeelz; of Examples of selected entities
MIL_TERM 2 450 «The command reported the use of [[multiple launch rocket systems]]

MIL term against enemy defensive positions».
TARGET A The main goal of the information campaign was [[population of border
= 1.200 areas]] TARGET_AUDIENCE, among which rumors about the approaching

UDIENCE ; .
offensive were actively spread
According to the data of [[Telegram-channel «Military Chronicle»]] source,
SOURCE 820 . S - L )
in the eastern direction the military activity has been increased
ACTOR 1.100 The ar_1alyt|cal report notes that the operation actively involved a block of
countries [[NATO]] actor
EMO_EVAL 1.400 The publication caused [[panic among citizens]] EMO_eval, which

increased social tensions in the region

Cohen's k metric was used to estimate the consistency of the annotation, calculated by the
formula:
_ Py—P,
e = 1- P, 3)
Where PO is the actual markup match between the annotations and Pe is the probability of a
random match. In our case, k=0,84, which indicates high quality markup.
After the data was annotated, a formalized ontological layer was developed, created in OWL
2 format using Protégé. Ontology describes the main entities (Figure 1): Actors, tactics, narratives,
audiences, and information channels. Unlike existing solutions, we have integrated the military
thesaurus MIL_term, which allows for multilingual support and terminological consistency.

L‘ TARGET_ENTITY ][ EMO_EVAL ] [ MIL_TERM ]

o croicc
/’l '>
*® AUTHOR_INTENT FAKE_CLAIM
owl:Thi -
_m —|*® TARGET_AUDIENCE
EVENT
PROVOCATION
* DISCREDITATION
PANIC_CREATION
DEMORALIZATION | ® DISINFORMATION

IR
SCORE

Figure 1 — Structure of the ontological model for the analysis of information operations

On the basis of ontology, an RDF-knowledge graph is built, which visualizes the relationships
between entities and events (Figure 2). Such a graph allows you to represent complex relationships,
for example, to identify chains: «actor uses tactics — shapes narrative — impacts audience —
spreads through source». The RDF graph provides knowledge integration and support for semantic

gueries.
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Figure 2 — semantic scheme of interrelations of ontology of information operations

To expand analytical capabilities, SWRL-rules are used, which provide a logical conclusion

of new knowledge. For example, the following rule allows you to identify coordinated information
operations:

Actor(x) A UsesTactic(x,y) A TargetAudience(x,z) = CoordanationlO(x) 4)

This means that if one actor uses the same tactics and affects one audience, then he is
classified as a participant in a coordinated information attack.

The final step of the methodology is to perform SPARQL queries to extract knowledge from

the RDF graph (Figure 3). These queries allow you to form flexible samples and identify hidden
patterns.

SPARQL query.

PREFIX ex: <htip:/iexample.orglio#>
SELECT ?source ?sourceName Pterm PermLabel
WHERE {
?source 3 exSOURCE ;
exsourceName ?sourceName
exsource_reporis_about ?term
2term exmilitaryTerm ?termLabel

1
}
ORDER BY ?sourceName

source sourceName term
Source001 "Telegram-kaHan™*<hitp:iwww.w3.0rg/2001 MilitaryTerm001 "apmuna Kazaxcrana™ <hitp:iwww.w3.0rg/2001/XMLSchema#string>
Source002 AHOHUMHBIA NaBnuk™<http:iiwww.w3.0rg/2 MilitaryTerm002 KOHTpaTaka auensun ™ <httpiwww.w3.0rg/2001XMLSchema#string>

Figure 3 — Visualization of the result of the SPARQL query

The execution of these queries allows us to identify key patterns: Frequency of references

to actors, tactics used, emotional coloring and dynamics of changing narratives over time.
The proposed methodology is unique in that it combines annotated corpus, ontology, RDF
graph, SWRL rules and SPARQL queries into a single analytical ecosystem (Figure 4). This provides

a higher accuracy of knowledge extraction, interpretability of analytical results and the ability to scale
the system to new information threats.

S T —
Multilingual 1 Annotation ! queries
corpus -~ CTTTTTTTpTTTTTTT

SPARQL
analysis

—

Ontology

OWL
* SWRLrules
* RDF Graph

Figure 4 — Scheme of the analytical platform for identifying information operations

Results

The developed conceptual model was tested on a multilingual message body collected from
Telegram channels, news portals, which allowed to conduct a comprehensive analysis of information
flows, identify key actors, tactics and narratives, and determine the structure of hidden information
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operations. The corpus contained 1000 messages, including more than 75.400 tokens and 6.970
tagged entities annotated by experts in Label Studio in six categories. On the basis of the case, a
complete ontological model was created, which allowed to integrate knowledge in the form of an
RDF graph and apply SWRL-rules for logical inference of hidden relations.

The analysis of the annotation showed a high informativeness of the data (Table 3). The
greatest density of information markers was demonstrated by messages related to military
terminology and direct mention of actors, which confirms the relevance of the selected sources for
building the model. Cohen's K's inter-agency consent metric was 0,84, which indicates a high
consistency of markup and corpus quality.

Table 3 — frequency of annotated entities

Category Number of labels Share (%)
MIL_TERM 2.450 35.1
TARGET_AUDIENCE 1.200 17.2
SOURCE 820 11.8
ACTOR 1.100 15.8
EMO_EVAL 1.400 20.1
Total 6.970 100

On the basis of the marked case, an ontology of information operations was built, developed
in OWL 2 format using Protégé, which allowed to formalize 62 classes, 128 properties and 3.450
individuals associated with tactics, narratives, audiences and sources of messages (Figure 5).

Ontology metrics: [a]li]=]
Metrics
Axiom 7601

Logical axiom count 3770
Declaration axioms count 191
Class count 63
Object property count 65
Data property count 64
Individual count 3450
Annotation Property count 1

Figure 5 — the main characteristics of the ontology of information operations

To ensure terminological consistency, the military thesaurus MIL_term was integrated into
ontology, which includes 2.450 terms in Russian, English and Kazakh languages. Ontology served
as the basis for the construction of the RDF-graph of knowledge, which consists of 15.240 triplets
and describes the relationships between actors, tactics, narratives and target audiences. This graph
allowed us to move from simple data categorization to the construction of complex semantic patterns
necessary for the analysis of information attacks.

SWRL rules and SPARQL queries were used for analytical data processing. SWRL provided
a logical conclusion of new knowledge. After applying the rules to the RDF graph, it was possible to
identify 327 unique patterns of «actor-tactic-audience» associated with 145 key narratives.

As a result of the conducted experiments, the effectiveness of the proposed conceptual model
was proved. This approach demonstrates a significant superiority over traditional methods of text
analysis, since the integration of annotated corpus, ontology, RDF-graph and SPARQL-queries
allows for multi-level semantic analysis and interpretive analytical results applicable to the detection
of threats in digital media.

Discussion

The results of the study show that the developed conceptual model provides a new level of
analysis of information operations in digital media. The experiments confirmed that the proposed
approach allows to identify key actors, their tactics, hidden narratives and coordinated strategies of
message distribution, as well as network interconnections between sources. Unlike existing text
analysis methods, the model combines an annotated corpus, ontological knowledge base and an
RDF graph, which provides semantic understanding of data and a formalized representation of
knowledge about the subject area.

The use of a corpus containing more than 6.970 labeled entities allowed military terms,
emotional assessments and tactics to be linked to formalized classes of ontology, increasing the
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accuracy of the analysis. The integration of the MIL_term thesaurus provided multilingual support
(Russian, English, Kazakh) and expanded the applicability of the model for local and international
scenarios. The built RDF knowledge graph of more than 15.000 triplets visualizes complex
connections between actor, tactics, narrative, and audience. The experiments revealed 327 unique
patterns, including 57 cases of coordinated attacks.

Dynamic analysis showed that during periods of high conflict activity, the number of attacks
increases by more than 89%, which demonstrates the potential of the model for early monitoring of
information threats. Compared to existing studies, the proposed approach provides higher accuracy
and scalability due to the integration of SPARQL queries, SWRL rules and annotated enclosure.

Thus, the developed conceptual model forms a universal analytical platform for monitoring,
identifying and analyzing information operations, combining linguistic, semantic and ontological
methods and opening up opportunities for application at the national and international levels.

Conclusion and outcomes

This paper presents a conceptual model for identifying information operations in digital media,
based on the integration of multilingual annotated corpus, ontological modeling, RDF knowledge
graph, SWRL rules and SPARQL queries. The developed corpus includes 1000 messages and more
than 6970 labeled entities, which allowed to create an ontology of the subject area in OWL 2 format,
integrated with the military thesaurus MIL term to provide terminological consistency and
multilingual support. The built RDF graph of more than 15.000 triplets reflects the relationships
between actors, tactics, narratives and audiences, allowing you to identify complex scenarios of
information attacks. The experiments found 327 patterns, including 57 coordinated operations, and
dynamic analysis showed a 89% increase in attack activity. The developed architecture forms the
basis for intelligent systems for monitoring and analyzing information threats at the national and
international levels.

References
1. Abdali S. Multi-modal misinformation detection: Approaches, challenges and opportunities / S.
Abdali, S. Shaham, B. Krishnamachari // ACM Computing Surveys. — 2024. — Vol. 57, Ne 3. - P. 1-
29.
2. From Virality to veracity / J. Rieskamp et al // Examining False Information on Telegram vs.
Twitter. — 2024.
3. Zhao J. et al. Research on domain ontology construction based on the content features of online
rumors. — 2024. —Vol. 14, Ne 1. — P. 12134.
4. Detecting propaganda technigues in code-switched social media text / M.U. Salman et al // arXiv
preprint arXiv:2305.14534. — 2023.
5. Alghamdi J. Fake news detection in low-resource languages: A novel hybrid summarization
approach /J. Alghamdi, Y. Lin, S. Luo // Knowledge-based Systems. — 2024. — Vol. 296. — P. 111884.
6. The influence Operation Ontology (I00) / A.D.C. Tudela et al // arXiv preprint arXiv:2503.07304.
—2025.
7. A common core-based cyber ontology in support of cross-domain situational awareness / B.
Donohue et al // ground/air multisensor interoperability, integration, and networking for persistent
ISR IX. — SPIE, 2018. — Vol. 10635. — P. 65-74.
8. Partridge C. digitalizing uncertain Information / C. Partridge, A. Mitchell, A. Cola //arXiv preprint
arXiv:2507.21173. — 2025.
9. SOK: Come together—unifying Security, Information Theory, and cognition for a Mixed Reality
deception attack Ontology & Analysis Framework / A. Teymourian et al // arXiv preprint
arXiv:2502.09763. — 2025.
10. Zhang L., Lobov A. Semantic web rule language-based approach for implementing knowledge-
based engineering systems. — 2024. — Vol. 62. — P. 102587.
11. Languages and systems for RDF stream processing, a survey / P. Bonte et al // The VLDB
Journal. — 2025. — Vol. 34, Ne 4. — P. 50.

Funding: This research has been funded by the Committee of Science of the Ministry of
Science and Higher Education of the Republic of Kazakhstan Grant AP26195165.

ISSN 2788-7995 (Print) [IIokopiM yHHBEpCUTETiHIH Xabapubichl. TexHuKanbIK FeutbiMaap Ne 4(20) 2025 42
ISSN 3006-0524 (Online) Bulletin of Shakarim University. Technical Sciences Ne 4(20) 2025



B.X. A6abiranbim?, E. Adali?2, M.A. Cambet6aeBa'>*, XX.6. Cagnpmekosal, A.A. HasbimxaH®
1«Q» University,
050026, KazakctaH Pecnybnukacel, Anmatel, bansakosa k. 125/185,
2Ctambyn TexHWKarnblK YHUBEPCUTETI,
34437, Typkus, Ctambyn, beriorny, NHeHo k. 65,

3M.H. N'ymunes aTbiHAafbl EBpasuns ynTTblK YHUBEPCUTETI,

010008, KasakctaH Pecnybnukacbl, ActaHa, CaTtnaes K. 2.
*e-mail: sambetbayeva_ma_l@enu.kz

CAHObIK MEOUALOAF bl AKMMAPATTbBIK ONEPALUUANAPAOLI AHbIKTAY OHTONOIMMACBLIHbIH
TYXbIPbIMOAMAIDBIK MOLENI

HesuHgpopmayusi ayKbIMbIHbIH, KO2HUMUBMI MaHunynauusnapobiH XoHe uugpribiKk meduadarbl
YlnecmipineeH aknapammbiK HaykaHOapOblH KapKbiHObI ecyi xardalbiHOa aknapammeblK onepauyusinapobl
aHbiIKmay XoHe manday ywiH VHmennekmyandel adicmepdi o3siprey Kaxemminiai mybiHOalobl. byn
XyMbiCma aknapammblK ocep emy MexaHu3mOepiH Xxyltesni myplOe 3epmmey YWwiH Kern mindi
aHHomauusinaHfFaH Koprycmel, 6iniMHIH oHmMonoausinblK 6asackiH xoHe biniMHIH ceMaHmukarnbiK epaghueiH
bipikmipemiH myxbipbiMOamaribik MOOe b YCbiHbINa0bI.

3epmmey adicmemeci Telegram apHanapbiHaH, XaHanbiKmap nopmarsndapbiHaH XoHe areymMmemmik
eninepOeH xuHanraH xabapnamanapdaH mypambiH apHalibl Kopriyc KypyObi kammuObi. [Jepekmep label
Studio nnamgopmacsiH KoridaHa ombipsbir, ken 0eHaeursni aHHomauyusdaH emedi, MyHOa capanuibinap Hezaisai
HbicaHOapdbl, COHbIH iWiHOe ockepu mepmuHOepdi, makcammbl aydumopusnapdbl, O0epekke3depdi,
akmepnepdi xoeHe aMouuoHasdbl baranayObl KosiMeH beneinelidi. AHHomauusinaHraH kopryc OWL-Oe
pacimOernieeH xsHe mil_term ackepu me3aypycbiMeH 6alisimbiiFaH OOMEHHIH OHMOJI02USIChbIHA
cemaHmukarnbik mypoe calkec kenedi, byn mepMuUHono2usiHbiH datiekmirieiH xxoHe Kenmindi aHanumukaHb!
KondayObl KamMmamachi3 emeoi.

OHmonozusinblik Modesnb Ccybbekminep, OKUFanap, makmuka XoHe oHaimMesiep apacbiHOafbl
batinaHbicmbl KepcememiH biniMHIH RDF epacbueiHe aliHanadbl. KacbipbiH 3aHObIIbIKMapOb! aHbiKmay yuwiH
swrl epexenepi kondaHbinadsbl, an SPARQL a3ipnezeH cypaynap kKypdeni aHanumukarbiK 3aHOblbiKmapobl,
COHbIH iWiHOe "akmop — makmuka — dHeime — ayoumopusi” misbeaiH anyra MymkiHOik 6epedi. ¥cbiHbinFaH
macin aknapammslK arbiHOapObl keweHOi mandayra, KayinmeplOi epme aHbiKmayfra XoHe aHanumukarsbik
cyeHaputinepdi Kypyra Heziz 6onadbi, by oHbl ker mindi yugpribik opmadarkl aknapammbiK onepayusinapobi
3epmmeyee xoHe bakbinayra KondaHyra MyMKiHOik 6epeOi.

Tyiin ce3dep: AxnapammbiK onepauusinap, OHMOso2usl, ceMaHmukarsblk Knaccugukauusi, NLP,
OWL, SPARQL, sneymemmik medua MOHUMOPUHaI.
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KOHUENTYANbHAA MOAENb OJA 9HTOJ'IOI'I/II7I BbIABNEHUA
MHO®OPMALIMOHHbIX ONEPALUN B LMW®POBbLIX MEOUA

B ycnosusix cmpemumenibHo20 pocma macwmabos de3uHbopMayuu, KO2HUMUBHbLIX MaHUMynsayud u
KOOPOUHUPOBAHHbLIX UHQOPMAUUOHHbLIX KamnaHul 6 uugposbix Medua 803HUKaem HeobxoOumMocmeb
paspabomku uHmesnekmyarsnbHbix Memodoe Orsi 8bIsI8NIeHUs] U aHanu3a UHopMayUoHHbIX onepayud. B
OaHHOU pabome nipednacaemcsi KOHUenmyanbHass MoOOesb, UHmMezpupyrowass Mynbmus3biyHbIU
aHHOMUPOBaHHbIU KOPIyc, OHMoOsoau4deckyro 6a3y 3HaHuUl U ceMaHmu4eckul epagh 3HaHul Ons
cucmemamuyeckoeo uccriedosaHusi MexaHU3M0o8 UHQOPMaLUOHHO20 8030elicmeaus.

Memodonoeuss  uccrniedogaHusi  8Kk/0Haem  I0OCMPOeHUEe  Crieyuanu3upoeaHHoO20  Kopriyca,
cghopmuposaHHoO20 U3 coobuweHul, cobpaHHbix ¢ Telegram-kaHarno8, HOBOCMHbLIX MOPMasios U coyuarnbHbIX
cemed. [aHHble npoxodsim MHO20ypOBHEBYH aHHOMAaUU C ucronb3oe8aHueM rnameopmsl Label Studio,
e20e aKcrepmbl 8PYYHYI Ppa3Mevarom K/oYeeble CyUHOCMU, 6K/IHoYasi 80EHHble MEepPMUHbI, Uesieeble
ayoumopuu, UCMOYHUKU, aKimopos8 U 3MOUUOHaslbHbIe OUEHKU. AHHOMUPOBaHHbIU KOPMYyC CeMaHmu4YyecKku
coeanacyemcsi ¢ oHmorsioauel rnpedmemHol obnacmu, cpopmanuzoeaHHol 8 OWL u ob6oeauéHHOU 80EHHbLIM
me3aypycom MIL_TERM, umo ob6ecnedusaem coaraco8aHHOCMb MeEPMUHOo2uu U Moddepx Ky
MHO20513bI4HOU aHamumukKu.
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OHnmonozauyeckasi modesnb npeobpasyemcsi 8 RDF-2pagh 3HaHul, ompakarowuli 83aUMoCesi3u Mexaoy
cywHocmsMuU, cobbimusiMu, makmukamu U Happamueamu. [ns ebisierieHUsT CKpbIMbIX 3aKOHOMepHocmel
npumersiromcsi SWRL-npasuna, a pa3pabomaHHbie SPARQL-3anpockl 1o3805som u3efiekams CrI0XHbIe
aHanumuyeckue nammepHbl, 6KYasi Uernoyku «akmop — makmuka — Happamue — ayoumopusi».
lpednoxeHHbili M0dxod ¢hopmupyem OCHOBY Orfii KOMIM/IEKCHO20 aHasiu3a UHGOPMaUuUOHHbLIX 10MOKO8,
paHHe20 8bIsIB/IEHUS] Y203 U MOCMPOEHUsT aHaIumMuU4Yyeckux cueHapues, 4mo oesiaem €20 npuMeHUMbIM Orisi
uccrnedogaHusi U MOHUMOPUHa2a UHGOpMaUUOHHbIX oriepayuli 8 Myribmusi3biYHbIX Yughposbix cpedax.

Knrouyeebie cnoea: VHgopmauyuoHHble onepauuu, oHmonoausi, CemaHmu4yeckasi Krnaccugukayus,
NLP, OWL, SPARQL, MmoHUMOpUHa coyualibHbIX cemedl.
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