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COMPARATIVE ANALYSIS OF AUDIT METHODS FOR INFORMATION SECURITY
MANAGEMENT SYSTEMS IN KAZAKHSTAN AND OTHER COUNTRIES

Abstract: This article presents a comparative analysis of approaches to auditing Information Security
Management Systems (ISMS) used in the Republic of Kazakhstan and other countries. The study examines
key audit methodologies, including international regulatory frameworks such as ISO/IEC 27001 (International
Organization for Standardization / International Electrotechnical Commission), NIST (National Institute of
Standards and Technology), and the GDPR (General Data Protection Regulation), with a particular focus on
their adaptation across different legal jurisdictions. Special attention is given to the strengths and limitations of
various auditing practices, as well as the maturity levels of ISMS executions across different nations. The
paper analyzes the current state of information security in Kazakhstan, taking into account the national
regulatory landscape and the practical application of audit mechanisms in both public and private sectors. It
also identifies critical challenges faced by organizations, such as the shortage of qualified personnel, difficulties
in implementing contemporary standards and technologies, and weak interdepartmental coordination.
Prospective directions for enhancing ISMS audit methods are outlined based on an evaluation of global best
practices. Additionally, the paper discusses potential directions for enhancing ISMS auditing practices by
drawing on global experience and offers practical recommendations for improving audit effectiveness and
strengthening national cybersecurity frameworks.

The findings of this study are of practical relevance to information security professionals, auditors,
researchers, and organizations involved in risk management and data protection within the context of ongoing
digital transformation.

Key words: audit, information security, information security management systems (ISMS),
cybersecurity, legal regulation, international standards, ISO/IEC 27001, risk management.

Introduction

Worldwide, attention to information security is constantly growing and becoming one of the
key aspects of organizational activities. A significant role in this field is played by the audit of ISMS,
which ensures compliance with standards and best practices, such as ISO 27001.

According to International Organization for Standardization (ISO) 27001, ISMS is part of an
organization’s overall management system, based on business risk assessment and ensuring the
creation, implementation, operation, monitoring, review, maintenance, and development of
information security [1].

An information security management system provides the necessary level of protection for
an organization's information system, significantly reducing security threat risks. It functions as a
unifying framework that brings together diverse mechanisms and tools for information protection and
serves as a core component of a comprehensive organizational security system. Given the sensitivity
and value of data processed, stored, and transmitted information systems, any compromise —
whether loss, alteration, or unauthorized access — can result in serious financial damages. Therefore,
the implementation of an ISMS must be grounded in a rigorous evaluation of its functional alignment
with the organization’s critical operational requirements [2].

The principal responsibilities of an ISMS may be summarized as follows:

—Detecting external and internal security threats, that may impact business processes of the
organizations.

—Evaluating existing information security risks, implementing appropriate risk management
measures, and aligning decisions with strategic business objectives.

—Reducing risk levels and actual damages from security incidents.

ISSN 2788-7995 (Print) Bectuuk Yuusepcurera [llakapuma. Texuudeckue Hayku Ne 4(20) 2025 73
ISSN 3006-0524 (Online) Bulletin of Shakarim University. Technical Sciences Ne 4(20) 2025


https://doi.org/10.53360/2788-7995-2025-4(20)-9

—Ensuring effective management of ISMS-related processes, including in critical situations.

—Uncovering system weakness and addressing them proactively.

—Clearly defining employee responsibilities in the field of information security.

—Prioritizing the allocation of resources to critical systems and processes that face the
highest threat exposure.

—Developing a long-term strategy for ISMS improvement aligned with growth trends of the
company.

—Improving the image and trustworthiness of the organization among potential investors and
stakeholders in domestic and international arenas.

Information security management system audits are crucial for ensuring data protection and
minimizing risks in the context of digital transformation. As we all know, countries worldwide
implement specific audit methods based on international standards, regulatory requirements, and
corporate practices. According to data provided by Control Case, in October 2022 the International
Organization for Standardization published the updated version of ISO/IEC 27001:2022, which will
come into effect in October 2025. This version introduces revisions and enhancements aimed at
improving the effectiveness of ISMS [3].

Conducting a comparative analysis of traditional ISMS audit methods in Kazakhstan and
other countries will help identify the most effective approaches and determine areas for
improvement. Such an analysis facilitates the adaptation of global best practices while considering
local specifics, thereby enhancing the effectiveness of ISMS audits and ensuring compliance with
contemporary information security requirements.

Materials and methods

Conventional approaches to auditing an ISMS of organizations involve a systematic
evaluation of digital infrastructures, cybersecurity frameworks, and internal regulatory mechanisms
to determine their alignment with recognized standards and best practices in the field of information
protection. Its main goal is to analyze the security level of automated systems and identify potential
vulnerabilities that could affect their reliability and security. The following key types of audits can be
distinguished within this task, according to the classification Culot, G., Nassimbeni, G., Podrecca,
M., & Sartor, M. [4]:

1. Instrumental analysis of the security of automated systems, which includes verification
and assessment of the availability and effectiveness of security tools such as antivirus programs,
firewalls, intrusion detection systems, and other tools.

2. Analysis of automated systems for compliance with international standards and regulatory
requirements. The assessment is carried out based on recommendations of international standards
as well as regulatory documents such as ST RK, GOST, and industry standards, indicated at the
following link [5].

3. Expert assessment of the security of automated systems. This type of audit involves a
detailed examination of the system and its components to identify potential vulnerabilities and
analyze the effectiveness of existing security measures.

4. Integrated audit methodology, which represents a thorough examination of the automated
system using various methods and tools. This approach ensures the full identification of systemic
weakness and potential cybersecurity threats [6,7].

An ISMS audit is conducted to obtain independent and objective data on the current security
status of the information infrastructure and to identify existing vulnerabilities. It can be classified into
two main categories depending on the methods of its implementation.

Information security audits can also be classified into internal and external audits.

External audit is a one-time procedure initiated by management, shareholders, or an
organization. It is conducted by an independent auditor who has no commercial or other vested
interests in the audited organization, ensuring objectivity and impartiality of the assessment [8].

External information security audit is a required procedure for governmental and private
organizations that own or use confidential information subject to protection. Additionally, it is required
for organizations operating key information and telecommunication infrastructure facilities. This type
of audit is conducted in accordance with current regulatory acts, standards, and regulations
governing information security assessment. It is recommended to conduct external audits regularly
to ensure compliance with established requirements and enhance the defense of information assets.
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Internal information security audit is organized by the organization itself or on its behalf for
internal purposes and may serve as the basis for declaring compliance with standards or regulations
for information protection and security. The internal audit is carried out by a specialized structural
division of the company or its employees who report directly to the company's management and
work within its structure.

This research work employs a relative analysis methodology, adjusting in three key objects:

1. Regulatory frameworks, which mean examination of national laws and international
standards governing ISMS audits in Kazakhstan, the United States, the European Union, and
Russia.

2. Audit approaches, which mean evaluation of audit techniques, including manual
inspections, automated tools, compliance verification, and risk-based assessments.

3. Implementation challenges, which mean identification of barriers to effective ISMS audits
in Kazakhstan, such as regulatory gaps, lack of automation, and workforce constraints.

Primary sources include national laws, international security standards, and reports from
cybersecurity agencies. Secondary sources consist of academic papers, industry reports, and case
studies on ISMS audits.

This study uses a parallel comparison of ISMS audit methods based on specific aspects of
information security: Legislative regulation, standards, audit methods, automation, main focus.

In Kazakhstan, traditional ISMS audit methods are also based on these principles; however,
local factors such as the maturity level of technology and the presence of legislative norms influence
their application.

ISMS audits in Kazakhstan are conducted both as part of internal organizational inspections
and through external oversight by government authorities. A significant feature is the regulation of
security requirements, which has become increasingly stringent in recent years due to the active
development of the digital economy and the growing cyber threat landscape.

Currently, Kazakhstan has several regulatory documents governing information protection
and auditing activities in the field of information security. One such document is the Law of the
Republic of Kazakhstan «On Personal Data and Their Protection» (2013), as well as regulations
concerning requirements for state secret protection and access management [9, 10].

Traditional audit methods used in Kazakhstan include:

— Compliance verification with international security standards, such as ISO/IEC 27001, which
is one of the most widely adopted standards for ISMS audits in the country.

— Analysis of security policies for compliance with legal requirements, including data protection
regulations such as the Law of the Republic of Kazakhstan «On Personal Data and Their
Protection».

Key laws and standards in Kazakhstan:

— Law of the Republic of Kazakhstan «On Informatization» (2015).

— Law of the Republic of Kazakhstan «On personal data and their protection» (2013).

— Law of the Republic of Kazakhstan «On national security of the RK» (2012).

— GOST RK ISO/IEC 27001-2015 — ISMS.

— GOST RK ISO/IEC 27002-2015 — Code of practice for information security management.

— ST RKISO/IEC 15408 (Common criteria).

— National regulations and orders of the National security committee of the Republic of
Kazakhstan (NSC RK) — regulations on the protection of state information systems and critical
information infrastructure.

Kazakhstan’s approach to information security combines elements of international standards
with local regulatory frameworks. According to research Isabaeva S.B., this strategy allows the
country to effectively adapt global cybersecurity practices while considering national specifics [11].

An analysis of the regional distribution of audit firms shows that the highest concentration is
in Almaty, with 208 companies (43.2% of the total). Other key centres include Astana (137
organizations, or 28.5%) and Shymkent (27 organizations, or 5.6%).

According to the Ministry of Finance of the Republic of Kazakhstan, the total number of
auditors in the country exceeds 1.6 thousand. Over the past five years, there has been a significant
increase in their numbers. In 2022-2023 alone, 1.3 thousand new specialists entered the field,
surpassing the total growth of auditors over the previous 25 years of the profession's existence in
Kazakhstan [12].
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Results and discussion

In Kazakhstan, auditing is conducted both manually and using automated systems. However,
compared to developed countries, such systems are still insufficient, making deeper and more
efficient inspections more challenging.

In countries with developed economies, the approach to ISMS auditing is more formalized,
with extensive use of automated systems and security standards.

In the United States, traditional ISMS audit methods adhere to strict standards and
requirements regulating all aspects of information security. One of the primary standards used for
auditing is NIST 800-53, which provides detailed security requirements for information systems [13].
The United States audit system accent risk analysis, including quantitative assessment methods for
vulnerabilities and threats. An essential element is the integration of auditing with security policies
and incident management processes.

In the European Union, ISMS auditing is regulated by the General Data Protection
Regulation, which sets strict requirements for the processing of personal data. To ensure compliance
with the GDPR, organizations conduct regular checks and audits, including an assessment of the
security of IT systems and an audit of the access control mechanism [14]. Auditing in the EU is
usually carried out using automated tools, such as SIEM systems, which allow for real-time
monitoring of the security status and detailed reporting on risks and vulnerabilities.

In Russia, traditional ISMS audit methods are regulated by number of federal laws, such as
the Federal Law on Information Protection and Federal Law No. 152 «On personal data». The GOST
R 56939-2016 standard, which is an analogue of ISO/IEC 27001, is also used.

As in Kazakhstan, traditional audit methods, such as internal documentation review and risk
analysis, are actively used in Russia, but the implementation of automated systems is currently
limited. Comparative analysis of ISMS audit processes in Kazakhstan and other countries is shown
in the Table 1.

Table 1 — Comparative analysis of the processes of conducting an ISMS audit

Criterion Kazakhstan USA EU Russia
Law of the Republic of .
Kazakhstan «On NIST 800-53, GDsTaRr; dnaarg(;nal Federal laws (FZ-152,
Legislative personal data FISMA, HIPAA, (e.g., Cyber Fz-187, FZ-149),
Regulation | protection», government |  CISA, ISO/IEC Eégémigb) GOST R 56939-2016,
regulations, ST RK 27001 NIS2 Directi\}e FSTEC Order No. 17
34.015-2018
ISO/IEC 27001, ISO/IEC 27001,
standards | 'SONEC 27001, STRK | NIST SP 800-53, Cyber A
Used 27001, 27002, 15408, NIST Cybersecurity Essentials, K ESTEC and’ FSB
27005 Framework, PCI GDPR, ENISA ’methodolo ias
DSS, SOC 2 guidelines 9
Compliance Risk analysis
Integration of audit checks with hvsical se)::uri,t
Audit Manual and automated, with security GDPR, P gssessment Y
Methods compliance checks policies, risk automated compliance wi,th
analysis '”C'.def“ FSTEC requirements
monitoring
Vulnerability analysis
Limited, initial-stage use | Widely used: SIEM . systems.(Ma.xlf’atroI,
Comprehensive Security Vision,
of automated tools (Splunk, IBM audit platforms Positive
. (SIEM, DLP, IDS/IPS, | QRadar, Microsoft | 24P ’ :
Automation . including GRC Technologies),
MaxPatrol, Nessus, Sentinel), SOAR, (SAP GRC compliance
sandboxing, IDIAR Al/ML, cloud OneTrust), mana%ement
systems) solutions platforms (Code
Security, AKAD)
Compliance with Integration of Personal data Personal data
. omp ; security into risk protection, audit protection,
Main Focus legislation, physical . :
securit management process compliance with
Y processes automation legislation
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Global practice highlights the critical importance of information security at both the state and
private sector levels. However, in Kazakhstan, based on the information above, the primary focus is
on protecting government institutions, while information security issues in commercial organizations
remain underdeveloped.

Kazakhstan’s regulatory framework is evolving but remains largely compliance-driven rather
than risk-oriented. While ISO/IEC 27001 provides a foundation, enforcement mechanisms and
automation lag behind those in the US and EU.

Also, Kazakhstan faces several challenges in the implementation of effective ISMS audits,
limiting their efficiency and overall impact on cybersecurity. Key issues include reliance on manual
processes, a shortage of skilled auditors, regulatory inconsistencies, and low adoption rates in the
private sector.

This difference in priorities highlights the need for a comprehensive approach to cybersecurity
that encompasses not only the public but also the commercial sector. In this regard, two prominent
research institutions play a critical role by providing comprehensive evaluations of global
cybersecurity readiness. Their research helps to identify vulnerabilities in information protection and
contributes to raising awareness of key aspects of information security, which can form the basis for
developing a more balanced and effective cyber defense strategies, particularly relevant for
Kazakhstan.

1. The Global Cybersecurity Index (GCIl) is a joint project of the International
Telecommunication Union (ITU) and ABI Research aimed at assessing the capabilities of states in
the field of cybersecurity, according to the information [15]. It reflects the extent to which countries
prioritize cybersecurity on the international stage and promotes awareness of the essential
components required for safeguarding digital infrastructure [16].

2. The National Cyber Security Index (NCSI) is a global indicator that assesses the readiness
of states to prevent cyber threats and cybercrime. Additionally, to the rating function, NCSI is an
open database with evidence, analytical materials and tools aimed at developing national potential
in the field of cybersecurity. This index is developed and maintained by the academy of Electronic
Governance Foundation [17].

Kazakhstan is actively working to improve its positions in these ratings by developing state
information security programs and implementing measures to protect critical infrastructure,
developing cyber threat monitoring centers and strengthening control over digital risks. However, in
order to further improve rating positions, it is necessary to continue working on strengthening the
regulatory framework, improving technical solutions and raising public awareness in the field of
digital security.

According to the research of S.B. Isabaeva, to ensure cybersecurity in Kazakhstan, it is
necessary to form an effective legislative system. Considering international experience (Singapore,
USA, Great Britain, China) and the requirements of the GDPR, it is advisable to develop a national
law on cybersecurity, implement a «cyber insurance» system and clearly define this term in the NPA
of the Republic of Kazakhstan. Additionally, enhancing cybersecurity governance will require active
engagement from the private sector to foster more efficient protection mechanisms. The low level of
cybersecurity in Kazakhstan implies a high possibility of vulnerability to hacker attacks, as well as
cybercrimes. Moreover, Kazakhstan's practice shows the need to improve regulatory activities due
to frequently introduced amendments and additions to legislation, including the Laws of the Republic
of Kazakhstan «On informatization», «On national security», «On personal data and their protection»
[18, 19].

The comparison of ISMS audit practices in Kazakhstan and other countries illustrates notable
differences and similarities. While Kazakhstan is making strides in aligning with international
cybersecurity standards, its approach remains largely compliance-driven, particularly focusing on
government institutions. The US and EU, in contrast, have a more risk-oriented and automated
auditing approach, with extensive use of advanced tools like SIEM, SOAR, and Al/ML to ensure real-
time monitoring and compliance. This enables more proactive threat detection and continuous
monitoring.

Furthermore, the low level of private sector involvement in cybersecurity audits in Kazakhstan
highlights a key gap in the overall strategy. The private sector remains underdeveloped in terms of
cybersecurity measures compared to the public sector. For Kazakhstan to improve its cybersecurity
posture, it is essential to foster greater collaboration between government and private entities,
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strengthen enforcement mechanisms, and develop a more comprehensive risk-based approach to
ISMS audits. Adapting proven international practices and investing in technological innovation are
key to narrowing the gap and increasing audit effectiveness. Conducting a more in-depth
assessment of audit automation maturity across different sectors could help identify specific
technological and organizational challenges that hinder further advancement.

However, the successful implementation of these activities may be constrained by several
factors, such as limited financial investment, underdeveloped research infrastructure, and shortage
of qualified experts in cybersecurity and artificial intelligence. Enhancing cooperation between
universities, industry stakeholders, and government bodies is therefore crucial to address these
challenges and to ensure that the automation of ISMS audits in Kazakhstan achieves practical and
sustainable outcomes.

Conclusion

In conclusion, the cross-country comparison of ISMS audit practices reveals substantial
differences in both methodological sophistication and system maturity. While Kazakhstan actively
employs the ISO/IEC 27001 standard, its audit processes are still in an early phase when contrasted
with the more integrated and technological advanced systems found in the US and EU.

Kazakhstan faces several challenges, including defined automation of audit processes,
insufficient technical infrastructure, and limited capabilities for real-time threat analysis. However,
the country has all the necessary foundations for further development. A key step for Kazakhstan
will be the development of human resources, increasing technological maturity, and expanding the
use of automated risk monitoring and analysis systems. Implementing a comprehensive approach,
as seen in the US and EU, could be an ideal model for Kazakhstan, enabling not only improved audit
efficiency and accuracy but also strengthening the overall information security framework.

Therefore, improving audit methodologies remains a critical objective for Kazakhstan, one
that will require sustained effort, targeted investment, and institutional regulation. However, the
proposed hybrid model, which merges international expertise with local contextual needs, presents
a promising framework for building resilient and globally competitive information security system.
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AKNAPATTbIK KAYINCI3AIKTI BACKAPY XYWENEPIH AYOUTTEY SAICTEPIHIH KASAKCTAHOAFbI
XXOHE BACKA ENAOEPAEr CANbICTbIPMAINDbI TANOAYbI

Makanada KaszakcmaHOarbl xoHe backa enidepoeai aknapammbiK Kayirnciadikmi backapy XyuesnepiHiH
(AKBXK) aydumini4 Osacmypni adicmepiHiH canbicmbipMalbl mandaysl 6epineeH. Makanada aydum
nipoyeciHde KondaHblnamelH Hezidai macindep, coHbiH iwiHde ISO/IEC 27001 (Xanbikaparblk cmaHOapmmay
yUbIMbl/XanbikapasnblK — 371eKmpomexHukanbik  komuccusi), NIST (¥nmmbeik cmaHOapmmap XeHe
mexHornoeusnap uHcmumymel), GDPR (0epekmepdi KoprayObiH Xallrbl epexeci) xoHe onapObiH apmypsii
topucdukyusinapda bedlimdenyi cusakmbl XxanbikapasblK cmaHOapmmap marskbinaHadsbl. ©Op adicmiH
apmbiKWbINbIKMapbl MeH KeMwirikmepiHe, coHOal-aK epmypni endepdeai aknapammbik Kayincisdikmi
backapy xyuenepiHiH xeminy O0spexeciHe epekwe Ha3zap aydapbinalbl. KaszakcmaHOarbl aknapammbik
Kayinci3dikmiH arbiMOarbl xardalibl, OHbIH iWiHOe HOpMamuemiK-KyKbIKMbIK 6a3a xoHe MeMriekemmiK XoHe
Xeke ylubimOapda aydum memikmepiH ic Xy3iHOe KondaHy mandaHaldbl. MamaHOapdObiH bGinikminigiHiH
Jxemkinikcizliei, 3amaHayu mexHosnozausinap MeH cmaHOapmmapdbl eHeidy npobnemanapbl, coHOal-ak
eedomcmeoaparsik yunecmipydiH XOKmbifbl cUsikmabl ylibiMOapObiH kubepkayincizdikmi Kammamachi3 emyde
ke3decemiH Hezizai npobnemanapbl MeH KuUbiHObIKmapbl amarn emindi. Makanada enemdik moxipubeHi
eckepe ombipbin, AKBXX aydum adicmepiH xemindipy nepcriekmueanapbl Kapacmbipblibir, ayoummiH
muimdinieiH apmmbIpy XoHe akrnapammbiK Kayinci3oik canacbiHOarbl ynmmblKk maxipubeHi xemindipy
JKondapsbl yCbiHbINaobl.

3epmmey Homuxenepi axknapammbiK Kayincisdik mamaHdapbl, aydumopnap, 3epmmeyuwinep,
coHOali-aK Kasipai 3amaHfbl UuprbiKk mpaHcgopmayuss xardalibiHOa moayekendepdi backapy xoHe
Oepekmepdi KoprayMeH aliHasnbicambiH ylbiMOap ywiH natdansi 6011ybl MyMKiH.

Tylin ce3dep: ayOum, aknapammblK Kayinci3dik, akmapammbik Kayincizdikmi 6ackapy xylenepi
(AKBX)K), kubepkayincisdik, KyKbIKmbIK pemmey, xalnblkapanblk cmaHOapmmap, ISO/IEC 27001,
mayekenndepdi backapy.
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CPABHUTENbHbLIA AHANWU3 METOOOB AYAUTA CUCTEM YNPABJIEHUA UHOOPMALIMOHHOW
BE3OMACHOCTbIO B KASAXCTAHE U OPYIT'UX CTPAHAX

B cmambe npedcmasnieH cpasHUmesibHbIlU aHaiu3 mpaduUUOHHbIX Memodos ayduma cucmem
yrnpasneHus uHgopmayuoHHol b6esonacHocmbio (CYUB) e KasaxcmaHe u dpyeux cmpaHax. B cmambe
paccmampusatomcs  Krroyeeble Mo0x00bl, UCMofb3yeMbie 8 rpouecce ayduma, ek/o4as makxue
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mexOyHapoOHble  cmaHOapmbl, kKak  ISO/IEC 27001  (MexOyHapodHasi  opz2aHu3ayusi 1o
cmaHOlapmu3sayuu/MexdyHapoOHas anekmpomexHu4deckas komuccusi), NIST (HauyuoHanbHbIl uHcmumym
cmaHOGapmoe u mexHonoeut), GDPR (O6wul peanameHm no 3awume OaHHbIX), U ux adanmauusi 8
pasnuyHbix ropucoukyusix. Ocoboe sHuMaHue ydesieHo npeumyuiecmeam u Hedocmamekam Kaxx0oeo Memooa,
a mak>e cmereHu 3pesiocmu cucmemM yripasrieHusi UHghopMayuoHHOU 6e301acHOCMbIO 8 PasHbIX CIMpaHax.
lNpoaHanusuposaHo co8peMeHHOe cocmosiHue uHgopmauuoHHoU 6e3zonacHocmu e KasaxcmaHe, ekrnroyasi
HopmamugHyo 6a3y U rnpakmu4yeckoe rnpuMeHeHUe MexaHu3mMo8 ayduma 8 20cy0apCmeeHHbIX U YaCmHbIX
opezaHu3ayusix. BbideneHbl 0CHO8HbIE PobieMbI U 8b1308b1, C KOMOPLIMU CMAaJIKUu8atomcsi opaaHu3ayuu rnpu
obecneyeHuu KubepbesonacHocmu, makue Kak HedocmamoyHas Keanughukayusi crieyuanucmos, rnpobremsi
C 8HedpeHuUeM co8peMeHHbIX mexHooaul u cmaHdapmos, a makxe omcymcmeue MexeedoMCMEEeHHOU
KoopQuHayuu. Takxe paccmampugaromcsi Nepcrekmuebl cogepuieHcmeosaHusi memodos ayduma CYUB ¢
y4YemomMm Mupoeo2o ofblma U rnpednazaromcs Mymu noebiweHuss agghekmusHocmu ayduma u
co8epuwieHCmMBo8aHUs HayUuoHasbHbIX MPakmuk 8 obrnacmu uHgopmayuoHHoU be3zonacHocmu.

Pe3ynbmamsbi uccriedosaHuss Moaym 6bimb [ofe3Hbl  crieyuasucmamMm Mo  UHGopMayuoHHOU
6e3onacHocmu, aydumopam, uccriedogamersisiM, a makxe opeaHu3auusiM, 3aHUMaloWUMCS yrpasrieHuem
puckamu u 3auumotli OaHHbIX 8 YCII08USIX COBPEMEHHOU yughposol mpaHcghopmauuu.

Knroyesblie cnoea: aydum, uHgopmayuoHHass be3onacHocmb, cucmembl — yrpaesieHuUsi
UHbopmayuoHHot  beszonacHocmbero  (CYUB), kubepbesdonacHocmb.  npasogoe  peayriupogaHue,
mexOyHapoOHble cmaHdapmel, ISO/IEC 27001, yripasnieHue puckamu.
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